* **Weitere Bedrohungszenarien**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Nr. | Frage | Ja | Nein | Bemerkung |
| 1. | Existieren in ihrem Unternehmen Risikofelder, die bisher gerne verdrängt wurden? |  |  |  |
| 2. | Verfügt ihr Unternehmen über einen handlungsfähigen Krisenstab? |  |  |  |
| 3. | Verfügt ihr Unternehmen über einen aktuellen Krisenplan? |  |  |  |
| 4. | Verfügt ihr Unternehmen über einen Krisenkommunikations-Plan? |  |  |  |
| 5. | Ist ihr Unternehmen auf den Umgang mit Medien vorbereitet? |  |  |  |
| 6. | Existieren Vorbeugemaßnahmen gegen den Zutritt Unbefugter? |  |  |  |
| 7. | Existieren Vorbeugemaßnahmen gegen Einbruchdiebstähle? |  |  |  |
| 8. | Existieren Vorbeugemaßnahmen gegen die Kriminalität eigener Mitarbeiter? |  |  |  |
| 9. | Existieren Vorbeugemaßnahmen gegen Daten- und Informationsdiebstahl? |  |  |  |
| 10. | Existieren Vorbeugemaßnahmen gegen Spionage / Sabotage? |  |  |  |
| 11. | Existieren Vorbeugemaßnahmen gegen Korruption? |  |  |  |
| 12. | Ist ihr Unternehmen hinreichend auf Rückrufaktionen bei Produkt- und Qualitätsmängeln vorbereitet? |  |  |  |
| 13. | Ist ihr Unternehmen hinreichend auf den Ausfall kritischer Infrastrukturen (IT, Strom u. a.) vorbereitet? |  |  |  |
| 14. | Ist ihr Unternehmen hinreichend auf Unwetter (insbesondere Starkregen) vorbereitet? |  |  |  |
| 15. | Existieren Vorbeugemaßnahmen gegen Marken- und Produktpiraterie? |  |  |  |
| 16. | Wird das Unternehmensumfeld regelmäßig nach internen und externen Risiken durchleuchtet? |  |  |  |
| 17. | Erfolgt das Erfassen von Risiken systematisch entlang der gesamten Wertschöpfungskette? |  |  |  |
| 18. |  |  |  |  |
| 19. |  |  |  |  |
| 20. |  |  |  |  |